
Once you have discussed how you want to spend the rest of your life, you need to determine if you can 

afford it. You need to obtain an overall grasp of your current financial situation and your future financial 

needs. You may wish to discuss what assets you currently have and where those assets are.

 Sources of income (OAS, CPP, pensions)

 Savings (RRSP, TFSA)

 Investments (Mutual funds, GICs, stocks)   

Property:
You may have accumulated a significant amount of property in your lifetime, and the purpose of this 

conversation may be to determine how you would like that property to be managed and/or distributed 

both in the years you have left and after you are gone. This discussion will also help you decide what 

possessions you want to keep and what you may no longer need. When it comes to your property, you 

basically have 3 choices:

 1. Make a will or create a trust,

 2. Start giving away stuff now, or

 3. Do nothing.

Regardless of what option you choose, remember that it is your decision! Don’t let others tell you what 

you can and cannot keep. After all, it is your stuff!

Liabilities:
Over the years you may have accumulated debts, which you continue to pay. It is important that you 

have a record of who you owe and how much, and also if there are insurances on those debts. This will 

make it much easier for your family or friends to clear those debts should you be unable to do so, and 

should they be required.

Your Home:
The objective is to discuss how you feel about your ability to keep living where you are now. This may 

not only include your physical ability, but also your financial ability. Under what circumstances (if any) 

would you consider living elsewhere? This may be one of the toughest decisions you will ever have to 

make. The purpose of discussing it is to help you transform these challenges into a set of

realistic possibilities, which will make any necessary transition as easy as possible.
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Lotteries, Sweepstakes and Contest. A fake prize scam will tell you that you have won a prize or 

a contest. Many lottery scams try to trick you into providing your banking and personal details to claim 

your prize. You should not have to pay any fee or tax to claim a legitimate prize.

Mobile Phone Scams. You may be offered free or low cost ringtones, miss a call or receive a text 

message from someone you don’t recognize. Never reply to text messages offering you free ringtones 

or missed calls from numbers that you do not recognize.

Emergency Scams. In the typical scenario, a grandparent receives a phone call from a scammer 

claiming to be one of your grandchildren. Callers go on to say that they are in some kind of trouble and 

need money immediately. Verify the person’s identity before you take any steps to help. 

Charity Scams. Scammers can try to pressure you to give a donation and refuse to provide details 

about the charity, such as their address or their contact details. In other cases, they may simply provide 

false information.

Recovery Pitch. A caller claiming to be a law enforcement officer tells you that money has been 

seized, and that their records indicate that you have lost money to the company or companies. They will 

help you recover the money you have lost for a small fee. DO NOT BELIEVE THEM. If money is seized, 

you will be advised by a police agency but they will never request money in advance for any reason.

Vacation/Travel Scam. If you receive an unsolicited vacation offer, research the company with the 

Better Business Bureau and other sources such as the Internet of phone book. Some of the offers are 

valid, while others are not. Don't fall for a high-pressure sales tactics, if it's a deal, it will be available 

again. If it is a prize you need not pay for it.

Anti-Virus Scams. A company representatives calls stating, for example, that it is Microsoft calling 

and your computer is running slow or has viruses. They offer to repair the computer over the Internet, 

which can involve the installation of software or the customers allowing the representatives remote 

access to their computer.

Low Cost Loan/Credit Cards. Some companies claim they can guarantee you a loan, or low inter-

est credit card even if you have bad credit or no credit. They usually request an up front fee, which may 

range from hundreds to thousands of dollars. Once you send your money to these companies, you never 

get your promised loan and you cannot get your money back.

Source: (Canadian Anti-Fraud Centre)
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